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Walking and Working Surfaces 
in Construction Environments
This safety training video identifies the 
hazards of different surfaces and provides 
practical information to help  employees 
prevent slips, trips, and falls in and 
around all types of construction sites.

Estimated Completion Time:  17 minutes
Languages offered: English
Target Audience: Employees

Crane Signal Person Basic 
Training
In this training, workers will learn the 
two standardized hand signals described 
in ASME B3.5 and OSHA 29 CFR 1926.

Estimated Completion Time:  18 minutes
Languages offered: English
Target Audience: Employees

Operating Aerial Work 
Platforms Safely
This training discusses common hazards 
aerial work platform operators must 
consider, as well as safe work practices 
and operating techniques that must be 
followed to ensure everyone’s safety 
during the use of an aerial work platform.

Estimated Completion Time:  17 minutes
Languages offered: English / Spanish
Target Audience: Employees

Cybersecurity for Employees: 
An Overview
In this introduction to cybersecurity, 
employees are taught about the dangers 
cybercrime poses to any organization. 
The video explains the essentials of 
phishing, social media risks, email 
security, strong passwords, physical 
data security, and responding to a 
cyberattack.

Estimated Completion Time:  16 minutes
Languages offered: English
Target Audience: Employees

Cybersecurity for Employees: 
Avoiding Phishing and Other 
Social Engineering
Social engineers commit cybercrime by 
manipulating and deceiving their victims. 
This course for employees explains the 
methods used in phishing and other 
social engineering, so your business can 
be the one that got away.

Estimated Completion Time:  15 minutes
Languages offered: English
Target Audience: Employees

Cybersecurity for Employees: 
Best Practices for Email
From classic cons to uniquely digital 
schemes, this course addresses the 
common ways cybercriminals use email 
in their attacks, and how employees can 
recognize and avoid them.

Estimated Completion Time:  15 minutes
Languages offered: English
Target Audience: Employees
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Cybersecurity for Employees: 
Physical and Electronic 
Information Security
This training discusses best practices 
for keeping electronic and physical 
information secure. Employees will 
learn how to keep data on a network or 
device safe and how to protect devices 
themselves from theft.

Estimated Completion Time:  15 minutes
Languages offered: English
Target Audience: Employees

Cybersecurity for Employees: 
Responding to a Cyberattack
This training familiarizes employees with 
the symptoms of a malware attack, and 
explains what to do if they spot one at 
work. Topics covered include reporting 
the hack, shutting down the browser, 
securing data, changing passwords, and 
more.

Estimated Completion Time:  15 minutes
Languages offered: English
Target Audience: Employees

Cybersecurity for Employees: 
Safe Internet Use
This session explains how to avoid 
online hazards like malicious links, 
malware, scareware, phishing sites, and 
pharming. Also covered are the dangers 
of public Wi-Fi and the importance of 
encryption.

Estimated Completion Time:  16 minutes
Languages offered: English
Target Audience: Employees

Cybersecurity for Employees: 
Social Media Risks
It’s essential for employees who manage 
social media to understand the dangers 
of these platforms. This course highlights 
the hazards of phishing, imposter 
accounts, malware, image links, false 
‘friends,’ account hijacking, and more. 
Employees will additionally learn how to 
respond to a social media attack.

Estimated Completion Time:  15 minutes
Languages offered: English
Target Audience: Employees

Cybersecurity for Employees: 
Strong and Safe Passwords
This training teaches employees why 
computer passwords are important, 
how to create strong passwords they 
can remember, and how to manage 
passwords to keep them secure.

Estimated Completion Time:  15 minutes
Languages offered: English
Target Audience: Employees

Top 10 Cybersecurity Tips
Any organization, of any size, can be 
vulnerable to cyberattacks. But a strong 
cybersecurity program can help protect 
your company from damage and losses 
caused by intrusions such as hacking, 
data theft, and malicious code. Use the 
ten easy cybersecurity tips in this course 
to safeguard your business, customers, 
and valuable information.

Estimated Completion Time:  9 minutes
Languages offered: English
Target Audience: Managers
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